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Abstract: To determine the 2-adic joint complexity of p"-periodic binary multisequences generated
by feedback shift registers with carry operation (FCSR), an algorithm was presented and its

theoretical derivation was provided, which yields an upper bound for the 2-adic joint complexity

of a p"-periodic binary multisequence. Under a fixed condition, this upper bound is good.
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0 Introduction

Klapper and Goresky introduced the notion of
feedback with carry shift registers (FCSRs) which
has received a lot of attention in cryptography™™,
Researches in this field mainly focused on FCSRs
that generate sequences over Z/(2). Some basic
properties, such as periods, rational expressions,
exponential representations, rational approximation

algorithms and randomness of FCSR sequence
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based on the algebraic structure of 2-adic numbers.,
have been discussed.

Complexity measures, such as 2-adic

complexity, 2-adic k-error complexity, are

important concepts for the theory of streams
ciphers in cryptology. Any sequence over Z/(2)
used as a key stream in a stream cipher must have
large 2-adic complexity. In recent years,
multisequence over finite fields has attracted a lot

of attention. Recently, multisequences generated
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by FCSRs over Z/(2) have also attracted some

127 studied the expected value of

attention. Hu et a
the joint 2-adic complexity of periodic binary
multisequence. There are no known efficient
algorithms in the literature for computing the 2-
adic joint complexity of a periodic multisequence.
In this paper, we can compute an upper bound by
giving an algorithm. Under a fixed condition, this
upper bound is good.

This paper is organized as follows. In Section
1, we introduce the mathematical background of
In Section 2, an algorithm to
upper bound of

complexity of multisequences is presented and an

the algorithm.

determine the 2-adic joint

example is given. Finally, Section 3 concludes the

paper.
1 Mathematical background of the
algorithm

Suppose that the period length T of a binary
multisequence S=(S,;,S;,+*+,S,,) is a power of p,
i.e.» T=p",n=1. The connection integer q of the
smallest FCSR that can generate S;, S,, ***, S,
simultaneously can be written as follows

q=Ilem(q @, sq) =

lcm[ 2! —1
ged(S(2),2T —1)°

A T LS T

ged(S,(2),2" — 17 Tged(S,(2),2T — 1)
21 —1

ng(Sl(2>’52(2)"",8,,,(2),2"'*1)’

. n P
where 27 —1 = H F.P s with F” :%-
=1 2 —1
Now we have to detect all FY’, 1< m< n,
T—1
which divide S;(2) = D> 5;27,i = 1,2, m.
)

Theorem 1.1 Let S'=(S,,S.,+,S,.) be a

T-periodic binary multisequence, where T = p",
T—1

1121’ and Sl(x) == Esijl‘jyi = 172’"

j 0

«»m be the

polynomial corresponding to the i-th single binary
sequence S;. Set

Aj — (A]j:Agj:"‘:Amj) —

(51,(]’ D et S 1 S G e S 1) y

where j=1,2,++, p. Then

@O F¥ divide S'(2) if and only if Ay =A,=
«e=A,, for any kE{1.2.++,mj.

@ FP ,1<m<ndivides 8T(2) if and only if it
divides Ay (2) + Ap (2) + - + A, (2), where

R

AM(Z) = Z S/(,_(jfl)p’ﬁl ,l‘jy ] == 1525"'7P.

[

Proof We can write S (2) in the following

form;
ST(2) = A2 +2 A 2) +

27" AG(2) e 20 VP A (2) =

(A (2) 420" Ap(2) 422" A (2) + o +

20 DTN ALL(2) e s A (2) 20 A (2) 4+

20" A (2) e 20T AL (2)),

@ For any kE{1,2,,m}, Ay =Ap =+ =
A,y s then

ST(2) = (A Ag s Ay »

(1427 422" 20" =
(A Ag s s A FP

On the other hand, since F{” divides §T(2)=
(S(2),S/(2),++.SL(2)), we can set

ST(2) = (8,"(2),8"(2),.S,"(2) =

(AT FPUAEP - ALFD) =
(A7 + A7 27 e AT 2P T e,
A+ An 2! e AL ),

Note that Sf(2)<C2¢",1<Ck<m, we have
Ay <2¢7" ,1<<k<\m. Therefore, for any k€ (1,2,
cambs A = AL 1< p.

n

@ Since 2¥" —1 = HF&,}” , for any k€ {1,2,

m=1
1
<+, m} there exists an integer k,, = | | F» such
u l,w®m

that 2¢" =F?k,+1. Thus, we have

ST(2) = (AL (2) + 27 AL(2) + 27" Ay + - +
200 TN AL(2) e A (2) + 20 A (2) +
22 Ay b 20 DTTAL(2))
(A (2) 4+ (FPR, + 1) A1 (2) + -+
(FPR, DAL (2) ey A (2) +
(FPk,+ 1A (2) 4+
(FPk,+ DA, 2) =
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(A (2) + o+ A2+ FP A oo

Au(2) + o+ A, @2+ FPA),
where A,,1<Ck<Im is an integer depending on m,
Ay s+ s Ay, Therefore, F,1<<Xm<n divides S*
(2) if and only if it divides Ay (2) + A (2) + -+
Ay (2), for any kE{1.2.++,m}.

2 An algorithm for computing the
upper bound of the 2-adic joint
complexity of a binary multisequence
with period p"

Form the conclusion in Section 1, we
immediately gain an algorithm, which can be used
to establish an upper bound 2 for the connection
integer of the smallest FCSR that can generate a
»S,). In
this algorithm we denote this 2-adic addition

by @.
Algorithm 2. 1

p'-periodic multisequence S=(S,, S;, -

A=S", T=p", 9=1
while n>>0
Ag="C(agG vp" "ereagy D 1)3j=1.2,.p; k=
1,2,+-,m
if Ay=Ap=-+=A,,.lor any k€{1.2,--,m}
A= (A As s A

else
9= 9IF{F
A= (/\11@"'® /\1p yeee ’/\ml@...@ /\mp)
if B= Car, 1 ooy an pn L fiog, (=1
see g, nml e ’am’pnﬂﬂlogz(pﬂ 170
A= Cags anrs o5 a1 1 % o % Sugs amrs 0
aAm,p 1 1)
A=AD B
n=n—1
end while

Theorem 2.1 The algorithm 1is correct,
furthermore, ¢<<2, ®(S)<<log;(2).

Proof By Theorem 1.1, if for any k€ {1.2,
.mps Ay=Ap=-+=A, can be satisfied, then
F» does not divide ST(2). Otherwise, F» |S'(2)
if and only if F{” | Ay +Ap+--+A,. for any kE
{1,2,++ym}. Since Ay (2)+ A (2)+-+ A, ()<

w1 . . .
p(2"  —1), its 2-adic expression may have more

than p" ' digits, namely up to p" ' /| log; (p) |
digits. Suppose its 2-adic expression can be written

1

in the form a + 52", where 0<<a, <<2”" and
1<<bh<<p. Note that o0 = FPk,, + 1, we have
FP|8Y(2) if and only if F” | a,+ b, for any kE
{1,2,-
2,0(8)<log; (D).

Remark 2.1 If F?, 1<{imn<{n s prime in the

-, m) by Theorem 1.1. Furthermore, g<<

n
factorization 27 —1 = H F”, our upper bound is

m 1

good since the equality holds.

Example 2. 1 Note that 2" —1 can be written
as the product 2% — 1= F?» F¥ F{® F? F? of the
Fermat numbers F? = 227! + 1. We apply the
described algorithm to the 32-periodic binary
multisequence with

§* = (00110011001100111001100110011001,

10101010110010100110101101100111).

Step 1

A, =0011001100110011, 1010101011001010

A,=1001100110011001, 0110101101100111

A F A,

A=10100110011001101, 11010100010111001

A=1010011001100110, 1101010001011100

B=1.1

A=0110011001100110, 0011010001011100

9=F» =241

Step 2

A;=01100110,00110100

A;=01100110, 01011100

A FA,

A=00000000, 01100110

9=9FP =F" F¥=0Q"+D@'+D

Step 3

A, =0000, 0110

A, =0000, 0110

A=A,
Step 4
A;=00,01
A, =00,10
AliAz
Step 5

A =0,1
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172
A;):Oyl
A]ZAZ

9=09F" F¥ =F" F? 5=@"+ D@ +D5

Therefore, F{¥ F divides ged, (237, S, (2),
S, (2)), and we have ¢ F® F® F?, ®&(S) <<
log, ((2""+1)(2°+1)5)~26. 33.

3 Conclusion

Cryptsystems are used to provide security in
communications and data transmissions. Based on

different schemes to generate sequences and

different ways to represent them, there are a
variety of stream cipher analyses. In order to have
security, complexity measures for keystream
sequences play a crucial role in designing good
stream cipher systems. In this paper, we showed
an algorithm for determining upper bound for 2-
adic joint complexity of p"-periodic binary
multisequences over Z/(2). The time complexity
of the algorithm is OCmpn). Further research is
needed to design efficient algorithms for computing
the exact 2-adic joint complexity of a periodic

multisequence.
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